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Today, one of the main tasks of metrological service workers is to assess and minimize
risks when using software in measuring instruments. A risk-based approach can help
to solve it. The authors reviewed various risk assessment methods and came to the
conclusion that some of the considered software risk assessment methods are narrowly
focused and applicable only in their areas, or require additional information, for
example, in the form of source code as for the van Dersen method.

So, the most promising is the approach described in the international standard GOST
R ISO/IEC 27000. According to the general criteria, a list of assets to be protected and
their corresponding protection profiles are compiled. Risk level assessment is carried
out in accordance with GOST R ISO/IEC 270052010, that is, by analyzing all aspects
of software risk assessment in different directions. By combining the approaches of
these standards, you can get a single most effective method.
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Mocobue npepgHasHaveHo Ana cnywatenen ACMC, noBbillalolMx KBanudwukaumio B o6nactu
NMOBEPKM U KanMOpPOBKM CPEACTB SMEKTPUHECKUX U3MEPEHWUNA, UHXEHEPHO-TEXHUYECKUX PaBOTHU-
KOB, 9KCMEPTOB U CreumanucToB METPOSIOrMYECKUX CRY>XO MPEearnpuaTUii 1 NOBEPUTENEN CPencTs
N3MEPEHWUI.

M3paHne mMoxeT 6biTb NMONE3HO COTPYAHWKaM Hay4HO-UCCefoBaTeNIbCKMX MHCTUTYTOB, paboTato-
LM B 061aCTU METPOSIOrNW, a TaKXKe acnupaHTam 1 npenogaBaTtensM By30B.
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