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Takum 06pasoM, Mbl OIIPEAEUIIH, YTO
YHUGUITPOBAHHOTO METO/a, TOIXOS-
[IEro JUIs OLEHKH PHCKa GOJIBIITMHCTBA
CPE/ICTB M3MEPEHMH ¢ IPOrpPaMMHBIM
obecrieyenneM, He CyIIeCTBYeT. B To ke
BpeMsl Heslb3s He OTMETHTHh HauboJsiee
MePCTIEKTUBHDBIN  TIOXOJ, OTMUCAHHBII
B MexxayHapoanoM crtanmapte TOCT P
NCO/M3IK 27000. Cormacuo obImmm

TUBOB, MOJIEKAIINX 3aIUTe, 1 COOTBET-
ctBytone mpoduan 3anmtel. Orenka
ypoBHs pucka nipoogutcs nmo 'OCT P
NCO/M3IK 27005-2010, To ecTh anamn-
3UPYIOTCSI BCE ACIEKTHI OIEHKW PUCKOB
MPOTPAMMHOTO OGECTIeUeHUsT B Pa3HBIX
HalpaBJIeHUsIX. Diiarogapsi COBMeIeHnio
MOJIXO/I0OB YKa3aHHBIX CTAHAPTOB MOXK-
HO TIOJIYYUTh €AMHbII Hanbosee s dek-
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Today, one of the main tasks of metrological service workers is to assess and minimize
risks when using software in measuring instruments. A risk-based approach can help
to solve it. The authors reviewed various risk assessment methods and came to the
conclusion that some of the considered software risk assessment methods are narrowly
focused and applicable only in their areas, or require additional information, for
example, in the form of source code as for the van Dersen method.

So, the most promising is the approach described in the international standard GOST
RISO/IEC 27000. According to the general criteria, a list of assets to be protected and
their corresponding protection profiles are compiled. Risk level assessment is carried
out in accordance with GOST R ISO/IEC 270052010, that is, by analyzing all aspects
of software risk assessment in different directions. By combining the approaches of
these standards, you can get a single most effective method.

1. GOST R 8.839-2013 SSM. General requirements for software controlled measuring instruments, Moscow, 2014, 42 P.

2. GOST R ISO/IEC 27000-2012 Information technology (IT). Methods and means of ensuring security. Information security management
systems. General overview and terminology, Moscow, 2014, 22 P.

3. GOST R ISO/IEC 27005-2010 Information technology (IT). Methods and means of ensuring security. Information security risk

management, Moscow, 2011, 51 P.

4. WELMEC 5.3. Issue 1. Risk assessment guide for market surveillance: weigh and measuring instruments, 2011.
5. Directive 2014/32/EU of the European Parliament and of the Council of 26 February 2014 On measuring instruments, Official Journal of

the European Union L 96, 2014.

6. OIML D 31 Edition 2008 (E) General requirements for software controlled measuring instruments.
7. R 50.2.077-2014 SSM. Tests of measuring instruments for the purpose of type approval. Software security check, Moscow, 2014, 24 P.
8. GOST R 8.654-2015 SSM. Software requirements for measuring instruments, Moscow, 2015, 12 P.



